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1. System Requirements 

eGrants was designed so that the majority of computer users will be able to use the system with 

little or no changes to their computer environment.  The three requirements that are mentioned 

below are common computer elements that should already be present on most machines.  

1.a. Internet Connection  

eGrants is a web site designed for and accessed via the Internet.  The Internet is a general 

term that is also used to refer to the World Wide Web. If you are in an office environment, 

you may already have an Internet connection, but if you are unsure, please contact your 

organization's network administrator. The type of Internet connection your organization has 

will drive the speed of the system. 

For those using a dial-up connection over a modem, it is highly recommended that you have 

a modem connection speed of at least 33.6 kbps (kilobits per second).  

1.b. Web Browser  

This system was designed to be compatible with web browsers including Internet Explorer 

(version 8 or above), Firefox (version 2 or above) and Safari (version 5).  

Internet Explorer If you are using Internet Explorer, it is recommended that you add the 

eGrants homepage to your list of trusted sites.  To do this, please complete the following 

steps:  

1. Select “Tools”  

2. Select “Internet Options”  

3. Select the “Security” tab  

4. Select “Trusted Sites”  

5. Select the “Sites” button  

6. In the “Add this Web site to the zone:” textbox type “eGrants.DSHS.texas.gov” and  

select the Add” button  

7. Select the “OK” button, and then select the “OK” button again  

1.c. Adobe Acrobat Reader  

Adobe Acrobat Reader is used to view PDF (Portable Document Format) documents.  

eGrants will automatically generate Renewal Contract documents in PDF format.  Using 
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Adobe Acrobat Reader you may choose to view, print, or save these documents.  If you do 

not have Adobe Acrobat Reader you can go to www.Adobe.com and download it for free.  
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2. eGrants Registration 

2.a. eGrants Registration at a Glance  

Getting Started with eGrants 

1. Identify the primary person who will be the Contractor System Administrator (CSA).  

The CSA is responsible for setting up your organizations information, adding users 

and assigning roles to users within the organization. The CSA should not be able to 

assign themselves other roles within the organization. If you are the CSA you should 

only be the CSA. 

2. Once the CSA has been identified, they will perform the following: 

a) Navigate to eGrants by going to https://egrants.dshs.texas.gov or 

https://www.dshs.state.tx.us/egrants and select on “Log on to eGrants” 

 

 

  

https://egrants.dshs.texas.gov/


 
 

6 

b) Select on “New User?” on the eGrants Login page. 

 

 

c) On the “My Profile” page enter the CSA’s information and setup a Username and 

temporary Password. Select “SAVE.” 
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d) The eGrants system administrator validates the Organization(s) information and 

assigns the CSA Role. 

e) Once the information has been validated, the CSA will receive an e-mail from the 

system indicating an account has been established. This process may take 1 to 2 

business days. 

The CSA will have to log into eGrants, set up a permanent password (eGrants will prompt for a 

change of password), add users to the organization, add the organization’s vendor ID’s and 

populate the “Organization Details” page. 

To contact eGrants technical support: 

 E-mail eGrants@dshs.state.tx.us 

 Call toll free 1-855-312-8474 or local 512-776-7825 

2.b. Registration  

To access eGrants, enter https://eGrants.dshs.texas.gov into the address bar of your web 

browser and hit “Enter.”   

 

 

mailto:eGrants@dshs.state.tx.us
https://egrants.dshs.texas.gov/
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2.b.1. Gaining access as a Contractor System Administrator  

To create a New User account:  

1. From the eGrants homepage select the “New User?” link located in the “Login” 

section.  

2. The “My Profile” page appears.  

 

3. Fill in all information as required. All items marked with an “*” in RED are 

required to create your account.  

4. The “Username” field must consist of letters and/or numbers. 

5. The “Password” field must contain a mix of upper and lower case alphabetic 

characters and at least two non-alpha characters.  Passwords must have a length of 

at least 8 characters.  An example is Texas123.  Passwords expire every 60 days 

and cannot be reused within a 12 month period. 

6. The fields “Password” and “Confirm Password” must be the same.  

7. Select “SAVE.” 
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NOTE:  When access to the system has been approved, the CSA will not have to request 

access again.  There is no need to create a separate user account for each organization you 

manage within eGrants.  

The user account will be approved by an eGrants System Administrator at DSHS before you 

can access the system.  If you attempt to access eGrants prior to being approved the 

following message will be displayed:  

 

When access has been granted by the system administrator at DSHS, the CSA will receive an 

email message confirming that your account has been established.   

The CSA will be prompted to change their password the first time they log into eGrants.  

2.c. Setup Organization Details 

The first time a CSA logs into eGrants after being notified that their organization has been 

established they will go to “My Organization(s)” to update the “Organization Details” and 

“Organization Vendor IDs” pages.  This information is required in order for DSHS to process 

a contract and get it to the organization for signature.   
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2.c.1. Setup Organization Details  

1. Select “My Organization(s)” 

 

  

 



 
 

11 

2. Select “Organization Details” 
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3. Select “Organization Details”  
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4. All fields with a red “*” are required.  Upon completion of the data entry, select “SAVE” 
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5. The system will refresh the page and update the “Navigation Links” section with a 

“Created by” indicator with a time and date stamp.   
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2.c.2. Setup Vendor IDs  

1. Select “My Organization(s)” 

2. Select “Organization Details” 

 

3.  Select “Organization Vendor IDs”  
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4.  Enter the Vendor ID information and select “SAVE” 
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5. eGrants will refresh the page with the saved data and update the “Created By” 

section under the “Navigation Links.” 
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2.c.3. Validate Payee Details 

The DSHS eGrants System Administrator will match your “Vendor IDs” to the “Payee 

Details” information. The “Payee Details” page will be completed at DSHS after all the 

information is verified.  Once the information has been updated the CSA at the 

organization level will need to navigate to the “Payee Details” page to validate.  If your 

“Payee Details” is not accurate you will need to contact the eGrants helpdesk. 

1. Select “My Organization(s)” 

2. Select “Organization Details”  
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3. Select on “Payee Details” to verify the information is correct.   
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2.d. Granting access to other users  

To add a member to an organization, the CSA will perform the following:  

1. Select “My Organization(s)” 

2. Select “Organization Members”  

3. Select “Add Members” and a person search field appears 
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4. Type the first or last name of the person to add and select “SEARCH.” The results 

appear at the bottom of the page.  
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5. If the system finds the person being added to your organization, select the box to the 

left of the person’s name.  Select the downward facing arrow for a drop down box of 

“Roles,” to make a selection. 

 

6. Select “SAVE” at the top right hand corner of the page. Then select “Current 

Members” and the person added will be displayed with the rest of the organization’s 

member names.  
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7. If the person’s name does not appear in the search results, then select “NEW 

MEMBER.” 
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8. Enter all required information for the “NEW MEMBER” (denoted with a red “*”).  

The “Password” field must contain a mix of upper and lower case alphabetic 

characters and at least two non-alpha characters.  Passwords must have a length of at 

least 8 characters i.e. Texas123.  Passwords expire every 60 days and cannot be 

reused within a 12 month period. 

 

9. Verify the Organization information at the bottom of the page and update if 

necessary. 

10. Select the “SAVE & ADD TO ORGANIZATION” in the top right hand corner of the 

page. 
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2.d.1. Setup Contract Signatory 

For processing of the Renewal Contracts it is required that your organization establish 

users with the role of “Contractor Signatory.”  Performing this action prior to receiving 

your contracts from DSHS will ensure that your organization’s “Contractor Signatory” 

will receive automated email notifications to eSign contracts. 

2.e. Adding additional roles to an existing organization member  

There are six security roles defined for eGrants users:  Contractor Responder, Contractor 

Accountant, Contractor Program Coordinator, Contractor Signatory, Contractor System 

Administrator, and Contractor View Only.  These roles have different security access to work 

on the Proposals/Renewals.  Once the Contract System Administrator(s) are identified and 

their new user accounts created, the Contractor System Administrator(s) will add users and 

assign roles to access eGrants.   

Each security role is summarized below.  

 Contractor Responder 

 Initiate and respond to solicitations   

 Editing forms during negotiations   

 View Renewal Contracts 

 Contractor Accountant (future role to be utilized) 

 Submit invoices  

 Submit financial reporting 

 Contractor Program Coordinator (future role to be utilized)  

 Submit program reports   

 Contractor Signatory 

 Sign contract / declarations  

 Sign amendments   

 Contractor System Administrator  

 Create user accounts  

 Assign user roles  

 Modifies Accounts 
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 Inactivates Accounts 

 Manages Organization Information 

 Contractor View Only   

 View Only 

 

The system security role dictates what information can be seen, i.e. “My Administration” and 

“My Reports.”  

 

 

Following are instructions for adding additional roles to current members:  

1. Select “Organization Members” from the “My Organization(s)” page.  

 

 

  

 

  



 
 

27 

2. Select the “View/Edit” link in the “Organization Roles” column for the member who 

requires an additional role.  
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3. Select a role from the dropdown list and check the box for “Add As System Role.”  

4. Confirm active date and select the “SAVE” button.  
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2.f. Deactivating a user in the Organization  

CSA’s can deactivate a member of an organization.  A deactivated user cannot access, view, 

or edit eGrants information.  To deactivate a user:  

1. Select “Organization Members” from the “My Organization(s)” page.  

 

 

2. Select the “View/Edit” link in the “Organization Roles” column for the member of 

the organization who should be inactivated.  
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3. Using the drop-down calendar, set the “Inactive Date” field to the date on which the 

user will no longer have access. 

 

4. Select “SAVE.” 
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3. Organization and User Maintenance  

3.a. Updating “My Organization(s)”  

When an organization’s contact information changes it is important that the Contract System 

Administrator update that information in the system by following these steps:  

1. Select the “My Organization(s)” link on the menu bar.  

2. Update the form accordingly and select the “SAVE” button.  

3. Select the Organization Details link and update the Organization Vendor ID.  

4. Select the Organization Details link and then Organization Details again and update 

the information and save. 
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5. Once you are notified that the “Payee Details” have been setup, do the following:  

1. Verify by logging into eGrants  

2. Select “My Organization(s)” 

3. Select “Organization Details”  

4. Select “Payee Details”  

If the “Payee Details” are not correct contact the eGrants helpdesk. 
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4. Renewal Contract Process 

4.a. Add/Edit People to Renewal Contracts  

The following table reflects which roles can add/edit people based on a particular role: 

 

There are times when resources change in an organization, i.e. if one needed to add a new 

person to a specific renewal. 

The CSA has administrative rights to add or remove security roles on Renewal Contracts.  

This allows users with certain security roles to “view only” or “add/edit” the forms in the 

Renewal Contract.  

New users to eGrants will not be automatically added to existing Renewal Contracts.  

However, any user may be manually added to the Renewal Contracts throughout the entire 

Renewal process by utilizing the functionality in the “Access Management Tools” Section.  
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The following will give specific instructions on how to perform this task: 

1. Select on “My Renewals”  

 

2. The “My Renewals” page will display so you can now search for the renewal. 

 

NOTE: You can search at this point by selecting “SEARCH” and this will pull all the 

Organization’s documents. 
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3. Enter in the Renewal Name a/k/a Document Name and select “SEARCH” 

 

NOTE: This method searching will only pull the contract associated with the Renewal not all 

contracts the Organization may have. 
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4. The “SEARCH” results will be viewable at the bottom of the page. 
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5. Select the document name. 
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6. The Renewal Menu will appear. Select the “View Management Tools” button and 

choose the “Add/Edit People” link.  
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7. Type in the name of the individual in the search criteria box and select the 

“SEARCH” button.  

 

8. From the search results, select the person by checking the box next to the name and 

assign him/her a security role.  
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9. Select the “SAVE” button at the top right corner of the page to add the selected 

person to the Renewal contract.  
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4.b. Remove People from Renewal Contracts  

There are two ways to remove a user’s access to a Renewal: 

1. Specify the dates the user can access the document 

a) Select on “My Renewals”  

 

b) The “My Renewals” page will display so you can now search for the renewal. 

 

NOTE: You can search at this point by selecting “SEARCH” and this will pull all the 

Organization’s documents. 
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c) Enter in the Renewal Name a/k/a Document Name and select “SEARCH” 

 

NOTE: This method searching will only pull the contract associated with the Renewal not all 

contracts the Organization may have. 
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d) The “SEARCH” results will be viewable at the bottom of the page. 
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e) Select the document name. 
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f) The Renewal Menu will appear. Select the “View Management Tools” button and 

then choose the “Add/Edit People” link.  
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g) The “Renewal Menu-People” page will be displayed.  At the bottom of the page all 

organization members assigned to the contract will be listed. Select “View/Edit” 

under Document Roles for the specific person to be maintenance. 
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h) Enter the date the user will no long need access in the “inactive date” field using the 

drop down calendar. Select “SAVE” to complete the date entry or 
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2. Disable the user  

a) Select on “My Renewals”  

 

b) The “My Renewals” page will display so you can now search for the renewal. 

 

NOTE: You can search at this point by selecting “SEARCH” and this will pull all the 

Organization’s documents. 
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c) Enter in the Renewal Name a/k/a Document Name and select “SEARCH” 

 

NOTE: This method searching will only pull the contract associated with the Renewal not all 

contracts the Organization may have. 
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d) The “SEARCH” results will be viewable at the bottom of the page. 
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e) Select the document name. 
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f) The Renewal menu will appear. Select the “View Management Tools” button and 

then choose the “Add/Edit People” link.  
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g) The “Renewal Menu-People” page will be displayed.  At the bottom of the page 

all organization members assigned to the contract will be listed.  

 

 

h) Select on the box to the left of the person you are disabling (the check mark will 

disappear) and select on “SAVE” in the top right corner of the page. 

 


